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SPECIAL FOCUS: HIPAA/PRIVACY

Are Your Mobile Devices HIPAA Compliant? Practical Steps to Ensure Compliance

By: Sarah E. Swank

Mobile device use is becoming more commonplace in health care. Health care professionals use text messaging to communicate with each other about patient status. Medical schools now provide residents tablets to use as textbooks and to round on patients. With the increased use of mobile devices comes increased opportunity for HIPAA compliance issues. In the recently launched initiative, Mobile Devices: Know the RISKS. Take the STEPS. PROTECT and SECURE Health Information, OCR and ONC provide tips on ways to safeguard protected health information (PHI) when using mobile devices such as laptops, tablets and smartphones.

Questioning Your HIPAA Compliance

When reviewing your current HIPAA compliance related to mobile devices consider the following questions:

- Who owns the devices?
- Are personal devices used at work registered?
- Are you using Virtual Privacy Network (VPN) to exchange information?
- Do you back up PHI from mobile devices on servers?
- Can you remotely wipe off devices?
- Do your policy and procedures address mobile devices?
- Is your workforce properly trained?

The answers to these questions might surprise you. Depending on your most recent analysis, the risk may not be fully contemplated in your current policies or training. Even if you require physicians and employees to use your mobile device, they could...
be using their personal phones to take pictures or text about your patients. A current assessment is warranted given the new OCR and ONC educational materials.

Security Tips for Mobile Device
OCR and ONC suggest the following measures to ensure that PHI is secure on mobile devices, including:

- Use a password or other user authentication. You can also activate a screen lock after the device has not been used for a period of time.
- Install or enable encryption.
- Install or activate remote wiping and/or disabling.
- Disable or do not use file-shared applications.
- Install or enable firewalls.
- Install or enable security software.
- Keep your security software up to date.
- Research apps before downloading.
- Maintain physical control.
- Use adequate controls when using Wi-Fi.
- Delete all stored PHI before reusing or discarding a device.

Considered implementing these security precautions as part of your policy development and training of workforce members. Although the changes are not required under HIPAA, they lay the foundation for best practices and should be at least analyzed and documented as part of a risk assessment under the HIPAA security rule.

Five-step Process for Policy Development
The key to compliance is updating your current policies and/or developing new policies that specifically discuss the use of mobile devices. In developing a policy, OCR and ONC recommend the following five-steps:

Step 1: Decide. Decide whether mobile devices will be used to access, retrieve, store or create PHI. The OCR/ONC educational materials identify related risk to consider when making this decision:
• A lost mobile device
• A stolen mobile device
• Inadvertently downloading viruses or other malware
• Unintentional disclosure to unauthorized users when sharing mobile devices with friends, family and/or coworkers
• Using an unsecured Wi-Fi network

Step 2: Access. Conduct a risk assessment to determine the risk of mobile device use in your organization related to the relative benefits. Consider both devices that are personally owned and devices that are owned by the organization. Continue to conduct risk assessments related to new technology. Remember to document risk analysis, including:

• Which mobile devices are being used to communicate with your organization’s internal networks or system (e.g., the electronic health records (ehr) system or Health Information Exchange)?
• What information is accessed, received, stored, and transmitted by or with the mobile device?
• HHS OCR HIPAA Security Series Basics of Risk Analysis and Risk Management.

Step 3: Identify. Identify your organization’s mobile device risk management strategy, including privacy and security safeguards. Your strategy should provide for evaluation and implementation of current safeguards in place.

Step 4: Develop, Document and Implement. When thinking through the implementation of your organization’s policy, OCR and ONC suggest you consider:

• Mobile device management, including how your organization is keeping track of mobile devices.
BYOD (bring your own device), including whether health care professional should be allowed to use their own devices or connect to your internal systems through their own devices.

Restrictions on the use of devices, including whether health care professional can use mobile devices to connect to your EHR, when they are not on your campus or at your facilities, or to text PHI.

Security/configuration settings on devices, including determining configurations both inside and outside the firewall.

Information storage on devices, including allowing apps to be downloaded.

Misuse of devices, including processes and procedures.

Recovery and deactivation, including processes for wiping or disabling laptops and for employees that leave the organization.

Training, including training of all workforce members and medical staff and holding the workforce accountable for noncompliance.

Step 5: Train. OCR and ONC suggest that privacy and security training be ongoing and include the following topics:

- Risks (threats and vulnerabilities) when using mobile devices for work
- How to secure mobile devices
- How to protect and secure health information
- How to avoid mistakes when using mobile devices

These policies and procedures should be thought through and written in easily understood language. The workforce should be able to understand their obligations under the policies and procedures developed at your organization.
Enforcement Has Already Begun

With OCR enforcement on the rise related to mobile devices and HIPAA, health care organizations should conduct a risk assessment of their current compliance. OCR started off 2013 with an announcement of its first enforcement action against a hospice that lost a laptop with less than 500 patients, specifically mentioning the website providing its new mobile device educational information. [Jim Wieland and Josh Freemire discuss the hospice settlement in their article, “First OCR Settlement Involving a ‘Small’ Breach Focuses on Mobile Device Security,” published separately in this issue of the Health Law Alert.]

More Information

Additional information on HIPAA compliance and mobile devices, including checklists, videos, FAQs and tips, is available at www.HealthIT.gov/mobiledevices.
OCR Publishes its HIPAA Audit Protocol: Focus to be on Data Gathering and Best Practices

On November 8th, the Office of Civil Rights made public, on a dedicated webpage, details of its HIPAA Audit Program. Section 13411 of the HITECH Act mandated that HHS implement periodic audits to ensure that covered entities are complying with the HIPAA Privacy and Security rules. Earlier this year, HHS made public the fact that KPMG had been selected by HHS to create and implement an Audit Protocol. An initial batch of 20 audits (of the eventual 150 to be completed by December 2012) will begin this month. The audits will cover both HIPAA privacy and HIPAA security compliance.

The announced protocol calls for audits of a wide range of covered entities, but does not identify any specific entities (or specific entity types) that will be identified for audit. As OCR explains,

Every covered entity and business associate is eligible for an audit. Selections in the initial round will be designed to provide a broad assessment of a complex and diverse health care industry. OCR is responsible for selection of the entities that will be audited. OCR will audit as wide a range of types and sizes of covered entities as possible; covered individual and organizational providers of health services, health plans of all sizes and functions, and health care clearinghouses may all be considered for an audit.
Although the above notes that “every...business associate is eligible for an audit...” a later statement notes that “business associates will be included in future audits” indicating that OCR will be including only covered entities in this initial group of audits. OCR’s selections will remain private. Audit selections will not be announced, and OCR makes clear that audit findings that could identify the audited entity will not be made public.

As originally announced, OCR intends to complete a total of 150 audits before the end of 2012. Beginning this month, however, OCR will begin its audit program with an initial set of 20 audits. Following these initial audits (which OCR expects to complete by early 2012) OCR intends to revisit, and, as necessary, revise its audit protocol before beginning the remaining 130 audits during 2012.

Entities that have been selected for these initial audits will be notified by letter this month. A sample letter [PDF] is provided on OCR’s website. In this initial letter, OCR will introduce the auditor, explain the audit process, and provide the covered entity with a set of initial document requests relating to the entity’s HIPAA compliance. OCR expects that entities will provide all requested documents and information within ten business days.

At least during these initial 20 audits, every audit will entail a site visit by the audit contractor. Following an initial review of the documents and information provided in response to the audit letter, OCR’s audit contractors will contact the entity being audited to arrange for a site visit. OCR expects that the entity being audited will receive between 30 and 90 days notice before the site visit.

Site visit durations will vary depending on the size and complexity of the entity, but OCR expects that most will take between 3 and 10 days. During the site visit, OCR explains that “auditors will interview key personnel and observe processes and operations to help determine compliance.” OCR’s explanation of the audit process does not provide any further detail what site visits will entail, it is worth noting that interviews of “key personnel” are not specifically limited to personnel who are directly involved in the creation or maintenance of compliance strategies and materials. OCR’s guidance also includes a link to the GAO “yellowbook” containing government auditing standards.

Following the site visit, the OCR’s audit contractor will prepare, and make available to the audited provider, a draft audit report. Final audit reports will generally, according to OCR, “describe how the audit was conducted, what the findings were and what actions the covered entity is taking in response to those findings.” The covered entities “actions” will be added to the report after the entity has had the opportunity to discuss “concerns” identified in the report, and to describe to the auditor corrective actions taken to address those
“concerns.” The covered entities response, however, will, like the response to the auditor’s initial document request, be expected within ten business days. The final audit report, which will be submitted to OCR, will then contain an explanation of the steps the entity took to resolve any identified problems and identify the entities “best practices.” OCR implies that some, but not necessarily all, final audit report findings will be made public; as OCR explains, it will “broadly share best practices gleaned through the audit process and guidance targeted to observed compliance challenges.”

OCR’s explanation of the protocol takes pains to make clear that the audit process is not intended, at least primarily, as an enforcement tool. As OCR explained,

> Audits are primarily a compliance improvement activity...The aggregated results of the audits will enable OCR to better understand compliance efforts with particular aspects of the HIPAA Rules. Generally, OCR will use the audit reports to determine what types of technical assistance should be developed, and what types of corrective action are most effective.

OCR’s explanation also makes clear, however, that OCR will take steps to follow up where “serious compliance issues” are identified. In those instances, OCR explains that it “OCR may initiate a compliance review to address the problem.” OCR’s explanation also makes it clear that it “expect[s] covered entities to provide the auditors their full cooperation and support and remind[s] them of their cooperation obligations under the HIPAA Enforcement Rule.”

**Ober|Kaler’s Comments**

OCR’s description of the protocol makes clear that, at least for now, that HIPAA audits will be conducted primarily as a means to identify vulnerabilities common to many provider types and to identify best practices to address those vulnerabilities. Covered entities, however, should do what they can now to ensure that they are prepared to respond in a timely fashion to both the auditor’s initial document requests and the auditor’s draft findings. In both cases, entities will have only ten days to respond. Early preparation will also ensure that entities are prepared to provide auditors their “full cooperation and support” in a manner that will make any required audit processes proceed as smoothly as possible.

Business associates, which will apparently be targeted at a later stage of the audit process, should take note. Business Associates are “newer to the game” and may not have as robust a HIPAA compliance infrastructure as providers. It is clear that the OCR will pursue clear violations of HIPAA, such as a lack of a comprehensive risk assessment and policies and procedures for physical, administrative and electronic security of ePHI.
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HHS Overhaul of HIPAA: Summary of New Obligations for Covered Entities and Business Associates

On January 17, 2013, the Department of Health and Human Services (HHS) posted Modifications to the HIPAA Privacy, Security, Enforcement, and Breach Notification Rules [PDF] (the Final Rule) under the authority of the HITECH Act and the Genetic Information Nondiscrimination Act (GINA), as well as under the general authority of HHS. The Final Rule, scheduled to be published in the Federal Register on January 25, 2013, will be effective on March 26, 2013. Thankfully, however, in general covered entities and business associates will have an additional six months, until September 23, 2013, to come into compliance. The Final Rule does not address the Proposed Rule on Accounting for Disclosures [PDF], published May 31, 2011.

This client alert provides an overview of the principal changes in the Final Rule. Look for a complete Ober|Kaler review and analysis of the Final Rule in the coming days.
Business Associates

Conduits
In addition to formalizing the inclusion of Patient Safety Organizations and Health Information Organizations (Health Information Exchanges, E-Prescribing Organizations and similar organizations) as business associates, the Final Rule provides important clarification about the status of “conduits” as business associates. Since the inception of HIPAA, service providers such as the post office and telephone companies have been exempt from the business associate requirements as their access to Protected Health Information (PHI), if any, has been on an incidental, as opposed to a routine, basis. As technology has evolved, the application of this test, never a “bright line,” to important health care industry service providers such as cloud service providers of storage or software, has been unclear. The Final Rule articulates a brighter line test. A conduit, whether of paper or electronic PHI, only provides transmission services, including any temporary storage of PHI incidental to the transmission service. By contrast, a service provider that provides storage is a business associate, even if the agreement with the covered entity does not contemplate any access or access only on a random or incidental basis. The test is persistence of custody, not the degree (if any) of access.

Downstream Contractors
A hospital contracts with a billing company. The billing company contracts with a shredding company to dispose of its billing records. The shredding company contracts with a trucking company to bring the hospital’s paper billing records to its shredding facility. Under the Final Rule, each entity would be directly responsible for compliance with the business associate requirements under the Security Rule and the Privacy Rule, even if the parties fail to enter into a written business associate agreement. The trucking company’s responsibility would likely be based on custody, even if it did not view the records, as discussed above. Under the Final Rule, the hospital would only be required to enter into a business associate agreement with the billing company. The business associate or downstream subcontractor would be required to obtain written “satisfactory assurances” from its immediate subcontractor. In the event of a breach of the security of unsecure PHI, the chain of reporting would follow the chain of contracting in reverse: trucking company to shredding company; shredding company to billing company; billing company to hospital.

Privacy Rule Obligations
The HITECH Act was not specific on the Privacy Rule direct obligations of business associates. The Final Rule specifies that these responsibilities are for limiting uses and disclosures of PHI to what is provided in the business associate agreement or the Privacy Rule; for disclosing PHI to HHS for an investigation of the business associate’s HIPAA compliance; for disclosing PHI to the covered entity or the subject individual in response to a request for an electronic copy of the individual’s PHI (discussed below); for making reasonable
efforts to comply with the minimum necessary requirements of the Privacy Rule, and finally, for entering into a business associate agreement with a subcontractor.

**Transition Provisions**

In recognition of the time that will be necessary to renegotiate existing business associate agreements, the Final Rule grandfathers existing business associate agreements for up to one year beyond the compliance date, up to September 23, 2014. In order to qualify, the business associate agreement must have been in existence prior to the publication of the Final Rule, have complied with HIPAA and not be renewed or modified during the grandfather period. An automatic renewal, under a so-called evergreen clause, does not constitute a renewal or modification for purposes of the availability of the grandfather period.

**Enforcement Rule**

**Effective Date**

The Enforcement Rule changes are effective on March 26, 2013. The additional 180 days afforded for most of the provisions in the Final Rule apply only to modified standards or implementation specifications.

**Investigation and Resolution of Violations**

The Final Rule reflects the requirement of the HITECH Act that HHS will investigate a possible HIPAA violation if, as HHS states, a preliminary review of the facts available from a complaint or compliance review, or from independent inquiry by HHS, indicates the possibility of willful neglect as to HIPAA compliance. The investigation may proceed directly to an enforcement action, particularly but not only, in the case of willful neglect. However, the Final Rule offers reassurance that, absent indications of willful neglect, HHS still will seek compliance through informal, voluntary action in appropriate cases.

**Violations Due to Reasonable Cause**

Of the four tiers of penalties specified in the HITECH Act, the required state of mind for the lowest tier (entity did not know, and in the exercise of reasonable diligence would not have known of the violation) and for the highest two tiers (willful neglect) are unchanged under the Final Rule. The state of mind for second tier, violations due to reasonable cause not amounting to willful neglect, was not specified. The second tier is important as a practical matter, because it likely covers many common violations by otherwise generally compliant covered entities and business associates, such as those that occur due to human error, despite workforce training and appropriate policies and procedures. The Final Rule modifies the definition of reasonable cause to specify the state of mind; reasonable cause covers violations in which the entity exercised ordinary business care and prudence to comply with the provision that was violated or in which the entity knew
of the violation but lacked “conscious intent or reckless indifference” associated with a violation due to willful neglect.

**Upstream Vicarious Liability**

As discussed above, under the Final Rule, compliance obligations flow downstream between parties with direct contractual relationships: covered entity to business associate, business associate to subcontractor, and so on. If a business associate or downstream contractor is an agent of the entity with which it contracted under federal common law, civil monetary penalties imposed on the downstream contractor for a HIPAA violation, so long as it is within the scope of the agency, will be attributable to the upstream party with which it contracted. The Final Rule summarizes HHS’s view of federal common law of agency. Determinations will be based on the right or authority of the upstream entity to control the downstream contractor’s conduct in the course of performing the service, even if that right was not actually exercised with respect to the violation for which the CMP is imposed.

**Marketing**

In a significant departure from the Proposed Rule, the Final Rule will require an authorization for treatment communications and for communications presently permitted as an exception to the marketing requirement of an authorization under the definition of health care operations, if the covered entity (or, under the Final Rule, a business associate) receives financial remuneration from the third party whose product or service is subject to the communication. Financial remuneration consists of direct or indirect payment to the covered entity or business associate from, or on behalf of, the third party whose product is the subject of the communication. An exception, in accordance with the HITECH Act, is made for subsidized refill reminders or communications about a currently prescribed drug or biological, as long as the subsidy is reasonable in amount. Direct means the payment is paid directly to the entity making the communication and indirect means that it was channeled through a third party to the covered entity or business associate making the communication. Financial remuneration does not include “in-kind” or other nonfinancial subsidies for this purpose.

HHS reasoned that the Proposed Rule, which required notice and an opt-out for subsidized treatment communications (defined as those sent to an individual) and an authorization for subsidized health care operations communications (defined as those sent to a population of individuals) about treatment or treatment alternatives, health-related products or services available from the covered entity, participants in or benefits available in a provider or health plan network (i.e., the exceptions to the definition of marketing in the definition of health care operations) was impractical to implement, requiring a judgment as to whether a communication pertained to treatment or health care operations and requiring two separate processes for subsidized communications, depending on the answer. In the absence of direct or indirect remuneration, no authorization
is required for either the treatment or the health care operations communications. In addition, the exception for face-to-face communications or gifts of nominal value continues, without reference to remuneration from a third party.

Sale of PHI

The HITECH Act required that if a covered entity or business associate received direct or indirect remuneration in exchange for the disclosure of PHI, a so-called “sale” of PHI, an authorization be obtained from each subject individual. Exceptions were specified in the Act for public health activities, research, treatment, the sale or other business consolidation of a covered entity, business associate services requested by the covered entity, fees charges for providing an individual with access to the individual’s PHI, and other purposes designated by HHS. The Final Rule defines sale of PHI as “a disclosure of protected health information by a covered entity or business associate, if applicable, where the covered entity or business associate directly or indirectly receives remuneration from or on behalf of the recipient of the protected health information in exchange for the protected health information.” Disclosure includes granting access directly or through licenses or lease agreements. Remuneration, for this purpose, includes in-kind value.

In the case of a transfer for public health purposes, the remuneration can be a cost-based fee to cover the costs of preparing and transmitting the data. A similar limitation applies to research. Cost-based fees, however, may include direct and indirect costs, so long as there is no profit factor. Disclosures for treatment and payment activities are exempted, to make it clear that these activities do not constitute a sale. As to disclosures to a business associate, the Final Rule makes it clear that a business associate may recoup reasonable cost-based fees from third parties for preparing or transmitting records on behalf of the covered entity or where otherwise permitted by law, and that remuneration paid by the business associate to a subcontractor for activities performed on behalf of the business associate does not require an authorization. The definition of costs for research purposes applies to the foregoing exemptions, where reasonable cost is specified.

Research

The Final Rule permits covered entities to combine conditional and unconditional authorizations for research if they differentiate between the two activities and allow for an opt-in of unconditional research activities. Future research studies may now be part of a properly executed authorization, which includes all the required core elements of an authorization. Under the prior rule, covered entities could not combine or condition authorizations for purposes other than research that involves treatment, while a separate authorization was needed for future research or to create or build a central research database or repository. This change brings HIPAA in line with Common Rule requirements related to biospecimens and databases. The only exception
applies to authorizations related to psychotherapy notes, which may be combined only with another authorization for the use or disclosure of psychotherapy notes.

Disclosures about a Decedent to Family Members and Others Involved in Care
Previously, a covered entity could disclose information about a decedent only to a personal representative. Under the Final Rule, a covered entity also is permitted to disclose a decedent’s information to family members and others who were involved in the care or payment for care of the decedent prior to death, unless inconsistent with any prior expressed reference of the individual that is known to the covered entity. This change does not change the authority of a decedent’s personal representative.

Disclosures of Student Immunization to Schools
Under the Final Rule, covered entities may send immunization records directly to a school without written authorization. Instead, a covered entity may provide immunization records to a school upon the assent by a parent, guardian or person acting in loco parentis. These disclosures must comply with state law regarding the provision of immunization records. Covered entities must document their discussions related to disclosure for student immunization records.

Fundraising
The Privacy Rule permitted a covered entity to use or disclosure PHI to a business associate or related foundation for fundraising purposes without an individual’s authorization. Permitted PHI included:

- Demographic information related to an individual
- Dates of health care provided to an individual.

The Final Rule clarifies what constitutes demographic information. It does not modify what constitutes fundraising communication and current opt out requirements, however. Under the Final Rule, covered entities are provided flexibility to decide the method to allow for individuals to opt out and opt back into the use of PHI in fundraising activities. For example, a covered entity could use a toll-free number, email address, other opt-out mechanism or a combination of methods. In addition, under the Final Rule HHS leaves the decision as to the scope of the opt-out related to future fundraising communications to the covered entity. Many covered entities found campaign-specific opt-outs difficult to track for compliance purposes. HHS strengthened the standard related to further communications after individuals opt out from “reasonable efforts” to an outright prohibition.
Notice of Privacy Practices

Covered entities that did modify their Notice of Privacy Practice after the passage of HITECH are now required to make changes and to distribute the new Notices based on changes required under the Final Rule. For example, the Final Rule requires that a covered entity include uses and disclosures of PHI, but not specify a list of all situations in which an authorization is required. Instead, covered entities can list categories that require authorization, such as:

- psychotherapy notes (if applicable)
- marketing purposes
- sale of PHI

The Notice must also include a statement that other uses and disclosure not described in the Notice of Privacy Practices will be made only with authorization from the individual. The Notice of Privacy Practices must also include a statement related to fundraising communications and the individual’s right to opt out, and the new right to restrict certain disclosures of PHI to a health plan where the individual pays out of pocket in full for the health care item or service. Finally, the Notice of Privacy Practice must include a statement related to a breach of unsecured PHI, although an entity-specific statement is not required.

Right to Request a Restriction of Uses and Disclosures

The Final Rule creates a new right to restrict certain disclosures of PHI to a health plan where the individual or a family member or other person pays out of pocket in full for the health care item or service. Covered entities will be required to develop methods to create notation in an individual’s medical record related to restrictions so that information is not sent to or accessible to health plans. Covered entities still can submit restricted information for required Medicare and Medicaid audits under the “required by law” requirement of the Privacy Rule.

Access of Individuals to Protected Health Information

Access

The Final Rule amends the Privacy Rule to allow individuals to request electronic copies of their PHI that is maintained in an electronic health record (EHR) or other electronic designated record set. Covered entities must provide an electronic, “machine readable copy,” which means digital information stored in a standard format enabling the PHI to be processed and analyzed by a computer. HHS provides flexibility as to the exact format, acknowledging that systems may vary, but requires the covered entity to accommodate individual requests for specific formats, if possible.
Third Parties
Under the Final Rule, if an individual requests a covered entity send PHI directly to another individual, the covered entity must transmit the copy as requested. This request must:

- be in writing and signed by the individual, and
- clearly identify the designated person and where to send the copy of the PHI.

If a covered entity already requires that access request be in writing, the covered entity can use the same request to access the individual’s PHI or require a separate written request. Covered entities will need to implement policies and procedures to verify the identity of the person who requests PHI and safeguards to protect the information that is used or disclosed.

Fees
Under the Privacy Rule, covered entities can charge reasonable cost-based fees. The Final Rule allows the labor cost for copying PHI to be separately identified in both paper and electronic form as a factor in cost-based fees. HHS acknowledged that the labor cost for search and retrieval of PHI in electronic form are more than negligible. Covered entities may also include the supply cost for both paper and electronic copies, including CDs or UBS flash drives, along with postage for sending portable media at the request of the individual. Fees related to maintaining systems, infrastructure and storage are not considered reasonable, cost-based fees. Covered entities should check state law related to fee restrictions and requirements.

Timeliness
The Final Rule removes the 60-day timeframe for retrieval of records held off site, leaving covered entities with 30 days to provide access to records to individuals in all circumstance with a one-time 30-day extension. This change was made due to the increase reliance on electronic records and to encourage covered entities to provide access to records sooner. Covered entities should check state law related to more stringent timeliness requirements and modify current policies and procedures.

Modifications to the Breach Notification Rule (Or, “Goodbye, Harm Standard”)
The Interim Final Breach Notification Rule [PDF] (the Breach Rule), published August 24, 2009, has been finalized mostly without change with one significant exception – the definition of a breach was “clarified" through the removal of the “harm standard” and a shift to a more objective test of whether PHI has been “compromised.” Importantly, this means two things: First, that following the clarification, more breaches will need to be disclosed and reported. Second, because these changes are characterized as a “clarification,” the changes to how covered entities and business associates analyze and report breaches take effect
immediately. In fact, the clarification begs the question of whether entities that had relied on a lack of perceived harm to avoid making a breach report will need to reanalyze those incidents and perhaps make (late) disclosures. Most sections of the Interim Final Rule were adopted with minor, or no, changes. Each section of the Breach Rule adopted with noteworthy changes or guidance is addressed below.

**Definition of Breach (including the harm standard)**

Of the 85 public comments received on the definition of *breach*, 70 addressed the harm standard. Of those 70 comments, 60 supported the existing harm standard, but 10 (from members of Congress and consumer advocacy organizations) argued for its modification or elimination. The Office for Civil Rights (OCR) apparently found those 10 comments persuasive.

In short, OCR explained that it believes that the “language [defining *breach* and explaining the harm standard] used in the interim final rule and its preamble could be construed and implemented in manners we had not intended.” As a result, in the Final Rule, OCR clarifies its “position that breach notification is necessary in all situations except those in which the covered entity or business associate, as applicable, demonstrates that there is a low probability that the protected health information is compromised.”

This clarification was undertaken in two steps: First, language was added to the definition of a *breach* to “clarify that an impermissible use or disclosure of protected health information is presumed to be a breach” unless the responsible entity can demonstrate that “there is a low probability that the protected health information has been compromised.” Second, the harm standard was removed and modifications were made to the risk assessment portion of the Breach Rule to require the use of a more objective risk assessment.

In practice, the two changes function together. The following regulatory language was eliminated:

(1)(i) For purposes of this definition, *compromises the security or privacy of the protected health information* means poses a significant risk of financial, reputational, or other harm to the individual.

(ii) A use or disclosure of protected health information that does not include the identifiers listed at § 164.514(e)(2), date of birth, and zip code does not compromise the security or privacy of the protected health information.
And the following new section of text was added:

(2) Except as provided in [the existing exceptions to the definition of breach], an acquisition, access, use, or disclosure of protected health information in a manner not permitted under subpart E is presumed to be a breach unless the covered entity or business associate, as applicable, demonstrates that there is a low probability that the protected health information has been compromised based on a risk assessment of at least the following factors:

(i) The nature and extent of the protected health information involved, including the types of identifiers and the likelihood of re-identification;

(ii) The unauthorized person who used the protected health information or to whom the disclosure was made;

(iii) Whether the protected health information was actually acquired or viewed; and

(iv) The extent to which the risk to the protected health information has been mitigated.

It is worth noting that this change also eliminates the existing regulatory exception for limited data sets that do not contain any dates of birth or zip codes. In the event of a breach including a limited data set, whether the data set contains dates of birth or zip codes is immaterial (though the type of information disclosed may play a role in the above-delineated risk assessment.

The Final Rule’s preamble provides ample discussion of each of the new risk assessment factors, along with examples. It is clear from the examples, however, that the OCR intends for the vast majority of breaches to be disclosed. In each explanation/example (which are too voluminous to list here) the guidance provided simultaneously refuses to provide “bright line” rules while also indicating that the standard of a “low probability that the protected health information is compromised” will be very difficult to meet. Finally, it is worth noting that the Final Rule does not provide a definition for compromised (which may make entities’ determination of the likelihood of compromise difficult indeed).

Notification to Individuals
The Final Rule retains the Interim Final Rule’s requirements for breach notifications without modification, but, provides some clarification on some of the finer points of when a breach is “discovered,” the timeliness of
notification, methods of notification, the content of the notice, and other sub-topics. Important clarifications include:

- The Final Rule noted that a covered entity that is acting as a business associate (by, for instance, providing billing or other services to another covered entity) should respond to a breach as a business associate. In these situations, the obligation to disclose will rest with the covered entity whose PHI is compromised.
- The Final Rule clarified several points regarding alternative notice and made explicit that notice has not been given if a written notice is returned as undeliverable. Covered entities responding to a breach with more than 10 notifications returned as undeliverable may take some reasonable time to search for correct, current addresses for the affected individuals, but must provide substitute notice “as soon as reasonably possible” and within the original 60-day time frame for notifications.

Notifications to the Media
The Breach Rule’s treatment of media notifications is finalized with only a minimal change; since the definition of state was broadened to include American Samoa and the Northern Mariana Islands, the Breach Rule no longer references them directly. In addition, OCR clarified several points regarding media notifications, including:

- Covered entities are not obligated to incur the cost of any media broadcast regarding the breach in question.
- Media outlets are not obligated to publicize each and every breach notice they receive (and a failure to publicize does not render the notice provided insufficient).
- Entities must deliver a press release directly to the media outlet being notified. Posting a general press release on a website, for instance, is insufficient.

Response to Additional Public Comments
Though it did not result in a change to any regulatory text, the Final Rule noted that “[b]ecause every breach of unsecured protected health information must have an underlying impermissible use or disclosure under the Privacy Rule, OCR also has the authority to impose a civil money penalty for the underlying Privacy Rule violation, even in cases where all breach notifications were [timely, compliantly] provided.” This statement clarifies that every breach carries with it the potential for OCR enforcement and civil penalties, regardless of the size or circumstances – a statement that may indicate more stringent enforcement activities to come.

Modifications to the HIPAA Privacy Rule Under GINA
The Final Rule finalizes proposed regulatory provisions implementing changes to HIPAA as a result of the Genetic Nondiscrimination Act of 2008 (GINA). These rule changes were first proposed in October 2009. The
proposed rule is, for the most part, adopted without changes, with one rather large exception: the proposed rule’s expansion of entities covered by the changes (which included all health plans subject to the Privacy Rule) has been modified to exclude issuers of long-term-care policies. This change apparently reflects the fact that several comments were received indicating that long-term-care insurance may become financially infeasible without a reliance on genetic information to predict future health conditions. Each regulatory section adopted with noteworthy changes or guidance is discussed below.

**Extension of Required Protections to All Health Plans Subject to the HIPAA Privacy Rule**

As noted above, the Final Rule adopts the expanded application of the GINA provisions to all health plans subject to HIPAA but notably excludes issuers of long-term-care insurance. OCR responded specifically to claims that such an expansion was beyond its authority, noting that it has broad authority to regulate the use and disclosure of health information, including genetic information, in the interest of individuals’ privacy. The current decision to exclude long-term-care issuers, however, may not be permanent; the Final Rule notes that OCR will be conducting additional studies of the issue, including a study by the National Association of Insurance Commissioners (NAIC), and will reassess the inclusion of long-term-care issuers in the future.

**Prohibition on use of Genetic Information for Underwriting**

The underwriting prohibition is adopted without modification, save for the exemption of issuers of long-term-care insurance discussed above. Helpfully, the Final Rule includes several examples of how the prohibition would apply.

**Notice of Privacy Practices**

The Final Rule adopts the provision obligating health plans that perform underwriting to include in their Notice of Privacy Practices a statement that the health plan is prohibited from using or disclosing genetic information for underwriting purposes. This change does not apply to issuers of long-term-care policies who for now, are exempted from the underwriting prohibition.

**Response to Additional Public Comments**

In addition to the above specific changes, OCR explained, in response to a public comment, that providers should understand that it is the responsibility of the health plan to abide by the underwriting prohibition. Providers who, for instance, are asked for information that meets the definition of genetic information are not obligated to confirm or ensure that the information will not be used for underwriting purposes. OCR noted, however, that the information requested by health plans remains subject to the minimum necessary standard.
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